
UCR School of Medicine “Security Intake Form” v.1.1.1 
This form is required for any procured service, hardware, or software which may create, store, process, or transmit 
Institutional Information and/or access IT Resources. 

Definitions may be found in “University of California – Systemwide IT Policy Glossary” and “UC Appendix-DS” 
https://security.ucop.edu/files/documents/policies/it-policy-glossary.pdf  https://www.ucop.edu/procurement-services/policies-forms/legal-forms-current/appendix-data-security.pdf  

Requestor must obtain a completed A) Vendor and complete the below B) Requestor 

Review resources: Engaging Suppliers; Manage Supplier Cyber Risk; Vendor Security Risk Management 

B) Requestor

Mission:   Department: _______________________ 
Requestor Name: _______________________ Date: _______________________ 
Requestor Email: _______________________ Requestor Phone: _______________________ 
Vendor Name: _______________________ Vendor Contact: _______________________ 
Product Name: _______________________ Contact Email: _______________________ 

1. Describe the Good and/or Service contemplated:

______________________________________________________________________________ 

2. Purchase Type:  Existing UC/UCR Agreement or PO: _____________ 
3. Have you reviewed the applicable Agreement for operational outcomes:
4. Who will use this Good and/or Service and how will it be used:

______________________________________________________________________________ 

5. What IT Resource(s) will this Good and/or Service be used on or accessed through:

______________________________________________________________________________ 

6. RE: Institutional Information involved with use and/or accessed by the supplier

a. What data will be processed in the solution or provided to the vendor:

________________________________________________________________________

b. What data will be collected by the vendor (e.g., review privacy policy if applicable):

________________________________________________________________________

c. How many records or users are involved through the entire lifetime of use:
d. What are the known regulations or external obligations regarding data involved:

HIPAA FERPA CA-IPA Other : _________________ 

e. Classify the data involved Data Classification Info:

7. Comments or Explanation (e.g., identified risks & mitigations involving data and/or systems):

______________________________________________________________________________ 

https://security.ucop.edu/files/documents/policies/it-policy-glossary.pdf
https://www.ucop.edu/procurement-services/policies-forms/legal-forms-current/appendix-data-security.pdf
https://security.ucop.edu/resources/contracts.html
https://cio.ucop.edu/uc-needs-you-to-help-manage-supplier-cyber-risk/
https://somcompliance.ucr.edu/sites/g/files/rcwecm2771/files/2022-05/950-02-208_vendor_security_risk_management.pdf
https://security.ucop.edu/policies/institutional-information-and-it-resource-classification.html
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